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National Cybersecurity 
Competence Centre

• Competence and Capabilities 
Building

• Ecosystem and Industrialisation
• Research, Data and Innovation
• NCC-LU



Where to start ?



Diagnostic



Testing Platform



Crisis preparedness



Computer Incident Response
Center Luxembourg

• CSIRT (Incident Coordination 
and Incident Handling)

• Cyber Threat Intel and 
support tools

• CSIRT NIS



Threat Intelligence

• Early Warning

• Malware Detection

• Threat Sharing



Incident Response

Don’t suffer in silence

CIRCL is there to help

➢ (+352) 247 88444

➢ info@circl.lu

➢ https://www.circl.lu/contactform/

https://www.circl.lu/contactform/


Financial Support to Third Parties 
– FSTP by NCC-LU

FSTP is an EU Mecansim which aims to distribute funding in
order to stimulate the creation of new companies and
increase their scalability, create new SMEs or mid-cap
companies and all that under the development of the digital
innovation scheme

➢ Purpose
• Simplify administrative processes with especially SMEs
• Assist beneficiaries in topics such as the uptake or

development of digital innovation
• The mission of the NCC-LU is to support start-ups and SMEs

in the development of the cybersecurity industrial base and
community in Europe

➢ Opportunities
• FSTP is a unique opportunity to overcome financial

obstacles at national level by enabling high-risk initiatives so
far lacking support from industry

• It has been designed in order to simplify access to EU
funding, especially for SMEs that don’t have the capacity and
experience to directly participate in HEP or DEP Calls.

Calls will be published in a dedicated ”funding” space on 
www.nc3.lu 

❑ Target audience

• SME’S and start-ups

❑ Projects have to be aligned to one of the following 5 areas:

• Supporting the development of cybersecurity start-ups

• Promoting the creation or growth of local entities developing 
affordable testing tools and services 

• Supporting the setup of cybersecurity services with a 
sustainable Open Source Business model

• Promoting the development of innovating approaches 
supporting the development of cybersecurity skills for SME’s 

• Supporting the development of easily accessible self 
assessment tools (that cover key obligations of existing and 
upcoming regulations)

❑ Maximum amount of funding per project: 60.000,- €



Timeline

I. First FSTP Call

❑ Opening: 15.01.2024

❑ Closing: 15.03.2024

❑ Assessment period: 18.03.2024 – 17.05.2024

❑ Projects: 20.05.2024 – 15.11.2024

II. Second FSTP Call

❑ Opening: 01.09.2024

❑ Closing: 31.10.2024

❑ Assessment period: 04.11.2024 – 27.12.2024

❑ Projects: 06.01.2025– 04.07.2025

III. Third FSTP Call

❑ Opening: 06.01.2025

❑ Closing: 28.02.2025

❑ Assessment period: 03.03.2025 – 25.04.2025

❑ Projects: 28.04.2025 – 31.10.2025



Thank you for your attention

Pascal Steichen
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